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Zscaler Internet Security
Connect Confidently to the Internet

Combined with Cradlepoint cloud-managed networking solutions, Zscaler Internet Security enables enterprises to embrace cloud 
applications and mobility, while delivering a superior user experience. Configured in minutes, Zscaler Internet Security leverages 
the threat intelligence harnessed from the Zscaler cloud. Now any business, regardless of size, can connect to the Internet with 
confidence.

Direct-to-Cloud Security
Powered by Zscaler

Internet

Web Traffic & 
Applications

Benefits:

 — Ease of Deployment: Configure in minutes and 
filter domains for all Internet connection requests 
by intelligently routing traffic to permissible 
Internet sites and blocking access to known 
malicious / unauthorized sites.

 — Secure Everywhere: Transparently enforce 
security & corporate policies from any connected 
device without impacting end-user experience.

 — Protect Your Business: Limit liability by filtering 
salacious sites and provide instant protection 
against malware, botnets, adware, phishing 
attacks, and suspicious destinations.

 — Manage Centrally: Select one of four risk 
tolerance settings to instantly enforce common 
policies. Alternatively, select specific Internet 
browsing categories to create a custom policy.

 — Consolidate Visibility: Intuitive 
dashboard provides instant insight 
into malicious activity and Internet  
browsing trends.

 — Scale Quickly: Cloud deployed 
and managed with no patching, 
no updates, and no buying  
excess capacity. Scale as you  
need capacity.
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Learn more at
https://usatcorp.com/shop/zscaler-internet-security

Features:

 — URL Filtering: Limit exposure to liability by 
managing access to web content for enterprises 
across all distributed locations. URLs are filtered 
by global reputation — against more than 90 
categories, 30 super categories, and 6 classes.

 — Low Latency and Transparent Redirection: Much 
more than domain filtering. Combine the simplicity 
of DNS and leverage the intelligence from proxy 
technology. Transparent redirection of traffic to 
enforce policies and protection guarantees a 
better end-user performance. Built-in fail open 
intelligence along with a reliable and redundant 
cloud guarantees zero downtime and no latency for 
enterprises.

 — Cloud Application Control: Leverage the power 
of cloud applications and social media without 
compromising productivity or security. Create 
global policies for webmail, streaming media, social 
and IM.

 — Unified Security Policy and Reporting: Create 
policies across security and Internet access 
management. Administrators manage their own 
policy — with changes instantly reflected across the 
cloud. 

Coverage

On-Network Devices Any device

Off-Network Devices
Windows & Mac
Android

Yes
Yes

Global Datacenters for Traffic Processing Yes

Security

Malware, Phishing, Botnet Protection Yes

Suspicious Destination Protection Yes

Adware Spyware Yes

Malicious Executables Known Bad

Content Inspection Suspicious Traffic

AV Inspection Suspicious Traffic

Content Filtering

90+ Category Content Filtering Yes

White / Black Listing Yes

Cloud Application Control
Allow / Block

Yes

Policies & Controls

Real Time, Centralized Policy Yes

Global / Company Wide Policy Yes

Location-Based Policy Yes

Analytics & Reporting

Real Time Dashboards & Log Drill Downs Yes

Analysis of “Other Traffic” Beyond Web Yes

Scheduled Email Reporting Pre-defined Reports

Location-Based Reporting Yes

Support

Web Yes

Telephone Optional with TAM
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